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Сајбер безбед-
носта стана 
еден од при-
оритетите на 

многу влади и компании 
ширум светот. Сајбер 
безбедноста е важна по-
ради зависност од ИТ 
инфраструктурата за се-
којдневното функцио-
нирање на училиштата, 
болниците, аеродроми-
те, електричната мрежа, 
интернет провајдерите 
итн. 

Република Македонија 
има релативно скромно 
искуство кога станува 
збор за сајбер безбед-
носта и сајбер заканите. 
Досега имало неколку 
случаи на хакирање на 
веб-страни на инсти-
туции, како и д-дос на-
пади, а воедно и сајбер 
криминалот е во пораст. 
Поради помалиот обем 
на сајбер напади со кои 
институциите и компа-
ниите во Македонија се 
имаат соочено, концеп-
тот на сајбер-безбедност 
не се наоѓаше високо на 
агендата на чинителите 

во Македонија. Најмногу 
внимание од сајбер за-
каните се има посветено 
на справување со сајбер 
криминалот. 

За успешно справу-
вање со сајбер закани-
те потребно е да се има 
јасно дефинирана наци-
онална стратегија за сај-
бер-безбедност. Таков 
документ би поставил 
рамка што ќе ги води, 
координира и насочува 
напорите на соодветни 
релевантни владини ин-
ситуции, како и други за-
сегнати страни како што 
се академските институ-
ции, приватниот сектор, 
како и граѓанскиот сек-
тор. 

Властите во Македо-
нија во моментот рабо-
тат на креирање сајбер 
стратегија, во која водеч-
ката улога ќе ја има МВР. 
За целите на оваа стра-
тегија се инволвирани 
голем број на чинители, 
кои спаѓаат под следни-

те категории1:
•	 Државни Инсти-

туции (МВР, Ми-
нистерство за од-
брана, Агенција за 
разузнавање, Цен-
тар за управување 
со кризи, Дирек-
ција за безбедност 
на класифицирани 
информации, Ди-
рекција за заштита 
на лични податоци, 
Министерство за 
образование и нау-
ка, Агенција за елек-
тронски комуника-
ции, Министерство 
за информатичко 
општество и Јавно 
Обвинителство )

•	 Приватен сектор 
(Стопанска комора 
за информатички и 
комуникациски тех-
нологии МАСИТ, 
во чиј состав спаѓа-
ат 69 компании)

•	 Невладин сектор  
Важно е да дополни-

телно се вклучи невлади-
ниот сектор во процесот 

1 Разговор со член на работната група за 
креирање сајбер стратегија. 28.12.2016
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на изготвување и импле-
ментација на стратегија-
та, што би придонело 
до поголема транспарет-
ност и би и дало додатна 
легитимност на страте-
гијата. Ова е важно со цел 
да се зголеми довербата 
на јавноста, што е особе-
но значајно со оглед на 
скорешната политичка 
криза во Македонија пре-
дизвикана од незакон-
ското прислушкување од 

страна на властите, што и 
дава на јавноста право за 
сомнеж околу стратегија-
та за сајбер безбедност. 

Додатно, значајно 
е да стратегијата се фина-
лизира што поскоро, со 
еден сеопфатен пристап 
каде би биле вклучени 
сите релевантни чините-
ли. Важно е стратегијата 
за биде финализирана 
што поскоро, за да можат 
сите инволвирани страни 

да почнат да работат на 
имплементацијата на ис-
тата. Посериозен сајбер 
напад на инфраструкту-
рата во Македонија би 
можел да предизвика 
штета од неколку милио-
ни ЕУР, и да ја парализи-
ра државата. Ова може да 
случи и во држава со по-
голема сајбер отпорност, 
а не пак држава како Ма-
кедонија којашто се уште 
нема развиено стратегија.
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